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Working titles -CYBER SECURITY FOR THE CHEMICAL INDUSTRY OR CYBER
SECURITY FOR PROCESS OPERATING PLANTS

Delivering Best Practice Strategies for your Biggest Cyber Security Concerns in the Chemical, Petrochemical, Nuclear and
Pharmaceutical industries

CONFERENCE DAY ONE — THURSDAY 27™ SEPTEMBER 2012

Confirmed Speakers:

Vaughn Hazen, Chief Operational Security Officer, Solvay
Vladimir Polyakov, Global Infrastructure Applications Services & Security Services, W.R Grace
Bruno Picone, Senior Director for IT Services, Agrium
Adam Arceneaux, Sr Information Security Specialist, Albemarle
Anthony Golzalez, IT Security and Compliance USA, Chemtura
Scott von Fischer, CISO, Lyondell Basell
Parrish Gunnels, CISO, Celanese
Stuart Wagner, Information Security Manager, Air Liquide

OPENING KEYNOTE PANEL: Identifying Emerging Cyber Security Threats and Trends
Bruno Picone, Senior Director for IT Services, Agrium
Stuart Wagner, Information Security Manager, Air Liquide

Reviewing Available Data Leakage Prevention Solutions to Monitor and Prevent Sensitive Data Usage To be confirmed by McAfee
John Duronio, Sr Security Architect, SI & Energy, McAfee

Monitoring, Managing and Protecting Your Industrial Control Systems
Invited: BASF

Improving security awareness internally via training
Wombat Security Technologies

Securing Egress and Ingress points for Industrial Control Networks

Best Practices: Corporate IT and Operations IT Working Together/ Finance and IT Working together
Nadia Ciaravino, Compliance Direcor, FMC
Invited: Terry Syminis, Director Security, FMC
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Reviewing Homeland Cyber Security Strategy and Key Changes for Public Private Partnerships
e  DHSregulation
Invited — Clyde Miller, Director Corporate Security, BASF

Securing Critical Infrastructure from Attacks: The Potential for Public Private Partnerships and Critical National Infrastructure
Invited: Department of Homeland Security

PANEL DISCUSSION: Analysing International Threats and Risks and the Roles of Government and Private Industry in Meeting those Risks

END OF CONFERENCE DAY ONE
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each session.
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Key Components and Capabilities for Building a Secure Network

Parrish Gunnels, CISO, Celanese

Finding and Maintaining Adequate Security Balance in a Chemical Industry Enterprise

Anthony Golzalez, IT Security and Compliance USA, Chemtura

Protecting Your Corporate IP to Reduce the Incidence of Theft of High Value Information such as Formulas and Production Systems
Adam Arceneaux, Sr Information Security Specialist, Albemarle

Implementing a Smart, Invisible and Non-Boring Security Strategy for Your Company
Invited: Tim Stowell, ISO, AMRI

Managing Your Internal Processes to Effectively Prevent Against Cyber Attacks and Deliver Prompt Incident Response Strategies
Invited: Ramachandra Hegbe, CISO, Praxair

Preventing Against Risk by Using a Thorough Audit of all Systems: Establishing an Effective Strategy —
e  What are auditors looking for when they audit the security of a Process Operation
e Are there certified DCS auditors or are they just using IT standards to Audit — how relevant are they?

e  Perhaps a panel by auditors?

Building a Culture of Awareness, Vigilance and Responsibility: A Security Role for Everyone

Scott von Fischer, CISO, Lyondell Basell

Determining the Effectiveness of Industrial Control Systems: What Security Metrics should be Used for Benchmarking?
Invited: Markus Braendle, Group Head of Cyber Security

Invited: Ryan Ukrainetz, Cyber Security Specialist, Potashcorp

Can BYOD Projects Work? Weighing Up the Business Benefits and Risks

Vladimir Polyakov, Global Infrastructure Applications Services & Security Services, W.R Grace

ROUNDTABLE DISCUSSION: Identifying Ways to Counteract Attacks from Activist Groups
Invited: Tim Stowell, ISO, AMRI

Securing Company Information from Social Media Threats: Devising a Business Code of Practice to Protect Your Intellectual Property
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PRE CONFERENCE WORKSHOPS

WEDNESDAY 26™ SEPTEMBER, 2012

WORKSHOP A: Designing Systems to (Securely) Leak Data: A Step by Step Guide
Expert Facilitator:

WORKSHOP B: Developing and Implementing a Cyber Security Awareness Campaign Across Your Company
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WORKSHOP C: Identifying the Key Capabilities and Strategies Needed to Create a Secure and Agile Network
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